
Article 3 ​BUSINESS OPERATIONS ​Policy No. 3231
​

Business
 
Video Surveillance
 
1. Purpose.  The Board authorizes the use of video cameras and other passive electronic

measures (such as motion detectors) for the purposes of ensuring the health, welfare and
safety of staff, students and visitors, safeguarding District facilities and equipment, and
maintaining student discipline and an appropriate educational and work environment.

 
2. Placement.  Video cameras and similar devises are authorized to be used on school facilities,

school vehicles and other places within the control of the District. The locations in which
the devices will be placed and the times the devices will be in use are to be determined by
the Superintendent or the Superintendent’s designee consistent with the purposes set forth
in this Policy.  The devices shall not be placed or operational in locations in which
individuals have a high expectation of privacy, such as restrooms and locker rooms.

 
3. Notice. Notice of the fact that video surveillance cameras are being utilized shall be given

through appropriate mechanisms, such as by posting signs in the building entry and other
locations and by including a notice in the student-parent and staff handbooks.  

 
4. Viewing Monitors and Video Recordings. Monitors used to view video recordings are to be

located and positioned such that only authorized personnel are able to see the images on
the monitors. Only authorized personnel shall be allowed to view recorded video.
Authorized personnel for these purposes are: school administrators, school staff members
with a direct involvement with the recorded contents of the specific video recording and
employees or agents responsible for the technical operations of the system (for technical
purposes only).

 
School administrators may allow law enforcement officers to view monitors and recorded
video when such is consistent with school security and discipline and consistent with law.
 
 
Students shall not be permitted to view the monitors. Students shall not be permitted to
view recorded video except where the individual student is the focus of the recorded
video.

 
5. Use of Video Recordings. Video records may be used as a basis for student or employee

disciplinary action and for making reports to law enforcement.  
 
6. Video Recordings as Education Records. Video recordings which are considered to be

“education records” within the scope of FERPA shall be maintained in accordance with
FERPA and other applicable laws.  A video recording may be considered an education
record when a specific student is the focus of the video recording.

 
 
For example, if the video recording shows a student violating a school rule, the video
recording is an education record of that student.  It may be viewed on request by that
student’s parent (or the student if age 18 or older). The video recording may not be
viewed by, nor will a copy be given to, others without the parent’s written consent unless
a FERPA exception exists.  
 
In the event more than one student is a focal point of the video recording, it may be an



education record of each such student. This would be the case, for example, if two
students are recorded fighting. In that event, the school would allow both set of parents
an opportunity on request to view the video, but will not give a copy of the video to either
set of parents, without the written consent of the other student’s parent.

 
7. Maintaining Video Recordings.  The District shall comply with all applicable state and

federal laws related to record maintenance and retention of video recordings. Video
recordings that contain personal information shall be securely stored and, when such
recordings are no longer needed or required to be maintained, shall be properly disposed
of or erased.  

 
8. Maintaining the Integrity of the Video Surveillance System.  The building principals shall be

responsible for periodically checking the video surveillance system within their building
to ensure it is operating properly. Students or staff who vandalize, damage, disable, or
render inoperable surveillance cameras or equipment, or use the video surveillance
system in a manner that is not consistent with the purposes set forth in this Policy, shall
be subject to appropriate disciplinary action (up to and including expulsion, for a student,
and termination, for a staff member) and referral to appropriate law enforcement
authorities.  

 
 
 
 
 
 
 
 
 
 
Legal Reference: ​Family Educational Rights and Privacy Act, 20 U.S.C. § 1232(g) (34

C.F.R Part 99)
State Records Administrator Guidelines:

Schedule 10: Records of Local School Districts (Feb. 1989)
Schedule 24:  Local Agencies General Records (March 2005)
Electronic Imaging Guidelines (March 2003)
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